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## Executive Summary

The contents of this document and private and confidential. If you do not have authorization from the owner of this document you are prohibited from reading it. This is going to be a challenge

This report

## Objective

To include a 2 step login procedure for a more secure authentication solution for the company.

To implement a two step login password and a dongle generated pin to authenticate users with an authentication server to login to workstations in your coporate environment. A dongle solution will generate a pin when the button is pressed on the dongle and used with a password that will syncronise with the server to allow login for the user

To allow network users the opportunity to create a password that will be simple to remember utilised with a pin generated from a dongle to login to the company network workstations. This project will add an extra layer of security to the login process as a defence against internal and external actors trying to gain unauthorised access to the network and systems. The project will add an extra layer of protection to the users of the network and help harden the network against unauthorised access to the network.

To secure the valuable assets and Intellectual Property of the company.

## Scope

The following features are proposed:

* The stakeholders require a more secure login system to prevent attacks from internal and external actors.
* Users will provide a password along with a pin generated by the dongle to login to the network system.
* This solution will harden the network system and help protect assets and intellectual property from attacks.
* Users will not be impacted except for an extra 5 seconds to input the pin to login.
* The only cost incurred by the stakeholders will be the purchase of the dongle
* This solution will only require existing IT personnel to implement the change necessary on the server side to include the scripting to allow authentication for user logins.

## This project will be implemented over a period of 18 weeks from January 10 2022 and is expected to be completed by 26 June 2022.

The resources required to complete this project include the purchasing of the dongle to be used and supplied to all users of the system. An inventory system will be integrated into the current asset inventory system to allocate the dongles to users of the network.

Current IT department employees will be provided by the company eliminating any new costs to the project.

A video presentation will be created in order to show the stakeholders how the new system will operate and the new login process will only add around 5 seconds to the current login time.

Training users will only include a short explanation of how to use the new dongle to generate the pin which expires in 5 seconds and a new pin is generated to operate in sync with the authentication server.

## Methodology

For this project, I will be following a planned methodology approach which will be divided in to 5 main phases:

1. Initiation: The project initiation phase is the first phase in the project life cycle. Initiating a new project involves identifying the business problem or opportunity, a solution is defined, a project is formed, and a project team is appointed to build and deliver the solution to the customer. (Watt, 2014)
2. Planning: The planning phase will establish needs and requirements of the client and Stakeholders.
3. Execution: During the third phase, the implementation phase, the project plan is put into motion and the work of the project is performed. Maintaining control and communication during implementation will be paramount to this project.
4. Monitor and control will be carefully scrutinised.

Closure will deliver the project to the Stakeholders in satisfactory fully functioning project.
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